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UserGate и PARUS стали технологическими партнерами 
UserGate и проект PARUS объявляют о начале своего технологического партнерства. 
Взаимодействие будет нацелено на обеспечение бесшовной интеграции межсетевых экранов 
нового поколения UserGate NGFW и облачного сервиса PARUS BOX, которая позволяет 
моментально идентифицировать и блокировать проникновение вредоносных файлов в пределы 
инфраструктуры. 

PARUS BOX — облачный сервис потоковой проверки файлов на предмет вредоносной активности. 
Он развернут в облаке разработчика и поддерживает подключение сторонних устройств, 
информационных систем и пользователей конечных заказчиков для отправки подозрительных 
файлов и получения результатов их проверки. 

«Технологическое партнерство с такой компанией, как UserGate, — логичный шаг в развитии 
сервиса PARUS BOX. Оно позволит и нам самим, и нашим партнерам предложить большому числу 
клиентов востребованную услугу по анализу и оперативной блокировке вредоносных файлов. 
Интеграция с UserGate NGFW даст нам возможность заметно расширить клиентскую базу 
PARUS BOX, а заказчикам UserGate, в свою очередь, станет доступна дополнительная услуга, 
которая способна повысить надежность их систем информационной безопасности», — говорит 
Денис Хохлов, директор по развитию бизнеса PARUS. 

Взаимодействие UserGate NGFW и PARUS BOX реализовано на базе стандартного протокола ICAP 
в режиме RESPMOD. Это позволяет осуществлять моментальную блокировку файлов при 
определении их вредоносности и предотвращать их проникновение в защищенный периметр 
организации. При этом администраторам межсетевых экранов доступна тонкая настройка 
взаимодействия с сервисом. Они могут выбрать в панели управления NGFW сегменты и типы 
файлов, для которых проверка является обязательной. Доступно и включение дешифрования SSL, 
позволяющее осуществлять проверку зашифрованного трафика. 

«Наша цель — обеспечить заказчикам максимально высокий уровень защиты инфраструктуры, 
которая соответствует ожиданиям клиентов. И для этого мы стремимся объединять усилия с 
коллегами по рынку. Благодаря технологическому партнерству с проектом PARUS заказчики 
получат синергию совместного использования наших решений и облачных ИБ-сервисов, а мы с 
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нашими партнерами — дополнительную экспертизу, которая позволит нам предложить 
российскому рынку новые технологии, укрепляющие цифровой суверенитет нашей страны», — 
подчеркивает Наталья Зенина, директор по работе с партнерами UserGate. 

*   *   * 

UserGate является ведущим российским разработчиком экосистемы ИБ-решений 
и микроэлектроники и обеспечивает информационную безопасность корпоративных сетей 
самого разного размера — от малого и среднего бизнеса до крупных корпораций 
с распределенной инфраструктурой.  

Основным подходом UserGate является разработка собственных технологий, способных успешно 
конкурировать с лучшими зарубежными аналогами. Все продукты создаются внутри компании 
с использованием эффективных инструментов и методик разработки. Компания проектирует 
и производит собственные микросхемы, что позволяет выпускать решения с высокой 
производительностью, надежностью и уровнем доверия. 

UserGate предоставляет своим клиентам системы защиты компьютерных сетей, центров 
обработки данных и другой инфраструктуры от всевозможных интернет-угроз, незаконного 
проникновения, таргетированных атак, нарушений корпоративных политик. 

*   *   * 

PARUS — это проект российской компании ООО «Стайл Телеком». Под эгидой PARUS 
осуществляется как комплексная поддержка решений зарубежных производителей, покинувших 
рынок Российской Федерации и Республики Беларусь, так и разработка собственных решений в 
области информационной безопасности. Проект располагает собственным центром компетенций 
со штатом опытных разработчиков и инженеров, в его состав входит служба поддержки клиентов. 
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